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We are a solution provider for Green IT, IT Security & IT Infrastructure. Established since 2008, 

we have successfully implemented many turnkey projects as well as acting as consultants to 

various clients with regards to our main 3 pillars of strength which focuses in Green IT, IT Security 

and IT Infrastructure.

IshanTech (M) Sdn Bhd is a company dedicated to the reliable deployment of information 

technology for the development of business and culture, around the globe.

COMPANY 

PHILOSOPHY.

OUR 

MISSION.

OUR 

VISION.
Our mission is to leverage our deep ICT 

expertise to deliver innovative and reliable 

technology solutions that empower 

businesses to thrive. We aim to provide 

measurable business value to our clients 

and partners across industries through the 

strategic and advanced use of technology. 

We are committed to building long-term 

relationships based on trust, excellence, 

and shared success.

The vision of the company is to develop and 

market innovative products and services 

that have unparalleled advantages over 

existing solutions and to recognize and 

satisfy unmet needs for technological 

solutions in a changing world. 

We offer a comprehensive range of value added systems and services focusing on the development 

and growth of information technology. With a strong group of technical specialists, experienced and 

competent management team, we are determined to provide value added systems and network 

solutions. We have taken a leading role as a systems and network consultant, targeting the broad 

range of small to medium to large sized enterprises with a focus on niche and vertical markets.

GREEN IT    IT SECURITY   IT INFRA 



ABOUT US.
At IshanTech, we collaborate with industry-leading partners to deliver next-

generation ICT solutions tailored for enterprise clients. Our strong network 

of strategic alliances spans key sectors including Antivirus Solutions, 

Forest Management, IT Asset Management, Data Recovery, Power 

Management, Enterprise Planning, Decision Support Systems, and Web-

Based Solutions.

These partnerships enable us to offer end-to-end, integrated solutions that 

address evolving business needs. By leveraging shared expertise and 

technical integration, we ensure the seamless delivery of powerful, scalable 

applications designed for IT divisions, business analysts, database 

administrators, and developers4all aligned under executive leadership.

Our solutions are internet-ready, easily deployed, and user-friendly, 

empowering both technical and non-technical users with built-in intelligent 

technologies for efficient, turnkey implementation.

IshanTech collaborates with leading companies across key industries to 

deliver next-generation ICT solutions tailored to enterprise clients. By 

forming strategic partnerships and distributor relationships in areas such as 

antivirus, IT asset management, data recovery, and more, IshanTech 

provides comprehensive, end-to-end solutions across the region. Their 

platform enables easy development and deployment of internet-ready 

applications, empowering both technical and non-technical users within 

organizations to access and utilize information effectively.



PROFESSIONAL 

SERVICES & IT 

SOLUTIONS.

We provide a comprehensive suite of security and maintenance solutions designed to 

protect, support, and enhance your IT infrastructure. From IP-based security systems to 

alarm and projector installations, IshanTech ensures reliable protection across the board. 

Our network maintenance services include disaster recovery, preventive and corrective 

maintenance, ethical hacking, and penetration testing for both networks and web 

applications. We also offer full-spectrum support across hardware, software, and network 

systems.

Our expert technical support team is readily available via phone, fax, or email to assist with 

all products and services. Regular updates and new software releases ensure your 

systems remain secure and up to date. Additionally, we offer on-site training, in-house 

consulting, and cross-platform software development, including Windows, Linux, and Unix. 

As a trusted hardware provider, IshanTech delivers reliable IT peripherals along with full 

deployment and maintenance support. Our LAN/WAN network services ensure seamless 

integration, robust performance, and continued operational efficiency.

IshanTech offers end-to-end professional services, including training, consultancy, software 

and systems development, business intelligence integration, and hardware supply. Our 

approach goes beyond technical implementation4we focus on understanding your 

industry, streamlining business processes, and leveraging the right technologies to deliver 

customized, future-ready solutions. We help organizations innovate, manage change 

effectively, and achieve faster, more predictable outcomes. Through collaboration and 

knowledge transfer, we empower our clients to continuously evolve their systems and 

strategies for long-term success.

CYBERSECURITY SERVICE 

& MAINTENANCE.



SOLUTION 

PARTNER.

IT SECURITY.

GREEN IT.

IT INFRA.



SOME OF OUR 

CUSTOMER .

FOOD & BEVERAGE.

TRANSPORTATION.

GOVERNMENT 

AGENCY.

OIL & GAS.

TELCO.



FINANCIAL SERVICES 

INDUSTRY (LOCAL).

ENERGY & UTILITIES.

INTERNATIONAL 

FINANCIAL SERVICE 

INDUSTRY .

PRIVATE SECTOR.

o TROVICOR FZ LLC (DUBAI)

o ESF PVT LTD (BANGLADESH)

o PRANTARA HERITAGE SUITES 

(CAMBODIA)

o MINDSTONE INTERNATIONAL 

PTE LTD (SINGAPORE)

o A SOFT 1 CO. LTD 

(THAILAND)

KHAN BANK (MONGOLIA)

SOME OF OUR 

CUSTOMER .



BUSINESS

ACHIEVEMENT.



BUSINESS

ACHIEVEMENT.



BUSINESS

ACHIEVEMENT.



BUSINESS

ACHIEVEMENT.



BUSINESS

ACHIEVEMENT.



ESET GROWTH CHAMPION 2022

& ESET SMB CHAMPION 2022

APAC CIO OUTLOOK TOP 

CYBER SECURITY SOLUTIONS 

PROVIDER 2023

TREND MICRO ROOKIE PARTNER 

OF THE YEAR 2024

BUSINESS

ACHIEVEMENT.



BUSINESS

ACHIEVEMENT.

HP USD 3 MILLION DOLLAR 

ACHIEVER AWARD IN 2016

ESET NEW BUSINESS 

CHAMPION OF 2016

APAC CIO OUTLOOK TOP 25 

CYBER SECURITY 

TECHNOLOGY COMPANIES 2017



BUSINESS

ACHIEVEMENT.

SME & ENTREPRENEURSHIP 

BUSINESS AWARD 2018 

SME 100 AWARD 2018 

BUSINESS APAC SECURITY 

GUARDIANS OF 2019

NUTANIX MALAYSIA TOP 

PARTNER FOR PUBLIC 

SECTOR FY 2021





Several enhancements to bolster protection against 

evolving cyber threats, including AI-driven attacks, 

ransomware, and identity theft.

      SMALL BUSINESS SECURITY SOLUTIONS.

      HOME SECURITY SOLUTIONS.

Proactive protection against online fraud, data theft 

and human error

Cybersecurity provider offering advanced protection solutions for individuals and businesses. 

Their offerings include antivirus software, endpoint security, server protection, and cloud-based 

management tools. ESET's products are designed to be unobtrusive, fast, and effective, allowing 

users to focus on their work without worrying about security threats.

• Parental Control

• VPN

• Digital Privacy Protection

Special solutions:

• NOD32 Antivirus

• Privacy Protection

• Smartphones



     BUSINESS SOLUTIONS.

ESET provides a balanced approach to digital security that empowers your organization to 

thrive. With layer upon layer of protection, each deploying proprietary technology that is 

designed to work in concert, ESET will improve your organization’s cyber resilience and keep 

your network safe from any existing or never-before-seen threats.

ESET provides scalable cybersecurity solutions for businesses of all sizes, with centralized 

management, layered protection, and advanced threat prevention capabilities. Managed 

Detection & Response services from ESET

      ENTERPRISE SOLUTIONS.

RECOMMENDED SOLUTIONS. RECOMMENDED SERVICES.

• ESET PROTECT MDR

• ESET PROTECT Complete

• ESET PROTECT Advanced

• Managed Detection & Response

Designed for large organizations and critical infrastructure, offering comprehensive 

protection through advanced threat detection, endpoint protection, and managed security 

services. These solutions support scalability, regulatory compliance, and business 

continuity.

RECOMMENDED SOLUTIONS. RECOMMENDED SERVICES.

• ESET PROTECT MDR

• ESET PROTECT Elite

• ESET PROTECT Complete 

•  Security Services

•  Premium Support

•  Threat Intelligence



•  Mail Security

•  File Server Security

•  Security Management

•  Cybersecurity Services

•  Threat Intelligence

      SERVICES.

Combine with ESET products to get a comprehensive security solution that acts 

preventively, proactively, and reactively4protecting your business before, during, and 

after cyber threats.

RECOMMENDED SERVICES.

•  Security Services

•  Premium Support

•  Threat Intelligence

Combine with ESET products to get a comprehensive security solution that acts 

preventively, proactively, and reactively4protecting your business before, during, and 

after cyber threats.

RECOMMENDED SERVICES.

•  Endpoint Protection

•  Identity & Data Protection

•  Cloud Security

•  Advanced Threat Defense

•  Extended Detection & Response (XDR)

      PROTECT PLATFORM.



❖ Endpoint Security (EPP & EDR) ❖ Cloud Security (CNAPP)

❖ Identity Protection ❖ Data Protection

❖ Threat Intelligence & Hunting ❖ Generative AI for Cybersecurity

❖ Next-Gen SIEM ❖ IT Automation

❖ Exposure Management ❖ Workflow Automation (SOAR)

❖ SaaS Security (SSPM) ❖ Xiot Security

CrowdStrike is a global cybersecurity leader renowned for its AI-driven Falcon platform, which 

delivers comprehensive protection across endpoints, cloud environments, identities, and IT 

infrastructures. The platform's cloud-native architecture enables rapid deployment and 

scalability, while its unified approach simplifies security operations and reduces total costs

CYBERSECURITY PLATFORM.

SERVICES.

PROFESSIONAL SERVICES. MANAGED SERVICES.

• Services Retainer

• Cybersecurity Consulting

• Insider Risk Services

• Platform Services

• Al Red Team Services

• Incident Response

• Falcon Complete Next-Gen MDR 

• Cloud Detection & Response



SOLUTIONS.

❖ Cross-Domain Attacks

Integrated defense across cloud, identity, and endpoint.

❖ Ransomware Protection

AI-powered prevention and rapid response to stop ransomware.

❖ SOC Transformation

Modernize your security operations with AI-native SIEM and automation.

❖ Cloud Detection & Response

Real-time visibility and threat detection across cloud environments.

❖ Securing AI

Protect AI/ML systems from misuse, data theft, and adversarial attacks.

❖ Small Business

Simple, affordable cybersecurity with Falcon 

Go.

❖ Law Firms & Insurance

Specialized breach response and 

confidential data protection.

❖ Federal Government

Zero Trust, FedRAMP-compliant protection 

aligned with national standards.

❖ State & Local Government

Scalable protection against ransomware and 

APTs.

❖ Financial Services

Secure against fraud, phishing, and insider 

threats while meeting compliance.

❖ Healthcare

Defend patient data and medical systems 

from cyberattacks.

❖ Election Security

End-to-end protection for voting 

infrastructure and data integrity.

❖ Education

Safeguard academic data and digital 

learning platforms.

❖ Retail

Secure POS systems, customer data, and 

supply chains from cyber threats.

BY USE CASE.

BY INDUSTRY.



RidgeBot  is an AI-powered automated penetration testing platform developed by Ridge 

Security. Designed for enterprise environments, it offers continuous, risk-based security 

validation without the need for specialized cybersecurity expertise.

AUTOMATED PENETRATION TESTING:

•RidgeBot performs agentless black-box testing, simulating

internal and external attacks, including lateral movement, to

identify and exploit vulnerabilities. It provides real-time attack

action visualization and kill chain analysis.

ADVERSARY CYBER EMULATION:

• Simulates adversary tactics using the MITRE

ATT&CK framework to assess endpoint security,

data exfiltration risks, and Active Directory

reconnaissance.
API SECURITY TESTING:

•Evaluates APIs against the OWASP Top 10 security

risks, detecting issues like hidden paths and improper

authentication mechanisms.

WEBSITE TESTING:

•Assesses web applications for OWASP Top

10 vulnerabilities, including SQL injection,

SSRF, and insecure deserialization. Supports

both authenticated websites and Single

Page Applications (SPAs).

RANSOMWARE PROTECTION:

• Simulates ransomware attack scenarios to

evaluate organizational resilience and provides

actionable remediation plans.

VULNERABILITY VALIDATION:

• Verifies whether identified vulnerabilities are exploitable in

the specific environment, integrating with third-party

vulnerability scanners for comprehensive analysis.

SOLUTIONS.



KEY FEATURES.

COMPREHENSIVE ATTACK 
COVERAGE:

•Targets a wide range of systems 

(Windows, Linux, Unix, MacOS, Web 

Servers, Database Servers, IoT, 

Virtualization Platforms).

AUTOMATED VULNERABILITY 
DETECTION:

•Utilizes intelligent decision-making 

(expert models and RidgeBot® brains).

•Supports automatic SQL injection 

testing and fuzzing engine for dynamic 

payloads.

ADVANCED ATTACK 
TECHNIQUES:

•Network Attacks, Local Privilege 

Escalation, Lateral Movement.

•Web API Penetration Testing and 

OWASP Top-10 Compliance Reports 

(2017 and 2021).

VISUALIZATION & REPORTING:

•Topology Mapping: Automatically 

generates a map of attack paths and 

vulnerabilities.

•Professional Reports with multi-

language support (English, Spanish, 

Portuguese, Japanese, Italian, Korean).

REAL-TIME VISIBILITY & RISK 
ASSESSMENT:

•Provides real-time attack action 

visibility.

•Risk validation with proof of successful 

exploitation.

DEVSECOPS INTEGRATION:

•Supports integration with Jira, 

ServiceNow, GitLab for issue tracking.

•Co-branded MSSP Reports with 

customizable logos.

CUSTOMIZABLE PENETRATION 
TESTING:

•Customizable plugins for application 

fingerprinting, attack vectors, vulnerability 

detection, and exploitation.



Splunk is a leading data platform designed to provide real-time insights into machine data 

generated across IT systems and technology infrastructure. It enables organizations to 

monitor, search, analyze, and visualize data to drive operational intelligence, security, and 

business analytics. Splunk's solutions are scalable, flexible, and suitable for various industries, 

helping businesses turn data into actionable insights.

Splunk offers powerful, modular 

products to address diverse 

business needs in Security, 

Observability, and Data 

Platforms4enabling 

organizations to gain insights, 

respond to threats, and optimize 

operations

      PRODUCT.

SECURITY PRODUCT. OBSERVABILITY PRODUCT. PLATFORM PRODUCT.

• Splunk Enterprise Security

• Splunk Asset & Risk 

Intelligence

• Splunk SOAR

• Splunk Attack Analyzer

• Splunk User Behavior 

Analytics

• Splunk Observability Cloud

• Splunk IT Service 

Intelligence

• Splunk AppDynamics

• Splunk Cloud Platform

• Splunk Enterprise

• Splunk Al Assistant for SPL



Splunk provides a unified data platform that transforms machine data into actionable insights 

across security, IT operations, observability, and business analytics. Its solutions are 

built to help organizations detect threats faster, resolve IT issues proactively, and gain 

full-stack visibility, all while supporting digital transformation and cloud migration efforts.

      SOLUTIONS.

SOLUTION USE CASES. SOLUTION TECHNOLOGIES. SOLUTION INDUSTRIES.

• Advanced Threat Detection

• Artificial Intelligence

• Automation & Orchestration

• Extend Visibility to the Cloud

• Isolate Cloud Native Problems

• IT Modernization

• AWS - Amazon Web Services

• Azure

• GCP - Google Cloud Platform

• Kubernetes

• OpenTelemetry

• Communications & Media

• Financial Services

• Manufacturing

• Public Sector

• Retail

• Technology



PRE Security is a pioneering cybersecurity company that offers an AI-native, predictive 

SecOps platform designed to transform traditional security operations centers (SOCs) into 

proactive, intelligent defense systems. Founded by Paul Jespersen and John Peterson, the 

company leverages advanced technologies such as generative AI, predictive analytics, and 

agentic AI to enhance threat detection, incident response, and prevention capabilities

Security

Security PRODUCT.

1. AI SIEM (Security 
Information and Event 

Management)

2. GENERATIVE XDR 
(Extended Detection 

and Response) 

3. PREDICTIVE AI

4. SOCGPT (Security 
Operations Center 

Generative Pre-trained 
Transformer)

5. GenAI EDR 
(Endpoint Detection 

and Response)



PRE Security is a pioneering cybersecurity company that offers an AI-native, predictive 

SecOps platform designed to transform traditional security operations centers (SOCs) into 

proactive, intelligent defense systems. Founded by Paul Jespersen and John Peterson, the 

company leverages advanced technologies such as generative AI, predictive analytics, and 

agentic AI to enhance threat detection, incident response, and prevention capabilities

Security KEY FEATURES.

❖- Allows SOC teams to interact with 
security data in Natural Language queries 
powered by SOCGPT .

❖- Provides immediate, context-rich 
responses for investigations.

❖- Leverages AI to rapidly identify hard-to-
identify patterns of anomalous activities and 
behaviors.

INTERACT & INVESTIGATE IN 
NATURAL LANGUAGE
INTERACT & INVESTIGATE IN 
NATURAL LANGUAGE

❖- Proprietary Predict & Prevent  
capabilities analyze both historical and real-
time data to predict future threats and 
vulnerabilities before they can be exploited.

❖- Proactively reduce risk and improve 
security posture.

❖- Transparent, Consensus Predictions.

PREDICTIVE ANALYTICSPREDICTIVE ANALYTICS

❖- Automated workflows provide real-time 
prescriptive guidance for threat response.

❖- Integrated AI automation for threat 
mitigation.

❖- Response Actions by Prompt and 
Automation.

PRESCRIPTIVE RESPONSE & 
PREVENTION ACTION
PRESCRIPTIVE RESPONSE & 
PREVENTION ACTION

❖- Universal Data Ingestion from any 
source.

❖- Patent Pending Parserless Technology.

❖- Support for unlimited data formats and 
data stores.

❖- Upload additional environmental context 
via PDF, Excel, Word, etc.

❖- Decouple log storage costs from 
analytics.

❖- Fixed Asset based pricing.

INGEST ANYTHING

❖- Automatic data correlation across any 
data sources

❖- Multi-dimensional alerts with data 
enrichment

❖- Upload organizational-specific content to 
use as additional context

❖- Easily add additional threat feeds and 
security related information

CORRELATE EVERYTHING

❖- The PRE Security purpose-built 
CyberLLM  dynamically detects known 
and emerging threats.

❖- Adaptive Threat Detection that evolves 
with new attack vectors.

GENERATIVE XDR 
DETECTIONS

Security



Trend Micro provides a wide array of cybersecurity solutions designed to protect endpoints, 

networks, cloud environments, and users. Their offerings encompass advanced threat 

detection, data protection, and compliance support, catering to industries such as healthcare, 

manufacturing, energy, and automotive. These solutions are available through cloud-based, 

on-premises, and hybrid deployment models, ensuring flexibility and scalability for 

organizations.

      PLATFORM.

Trend Vision One :

• AI-powered enterprise cybersecurity platform 
for comprehensive threat prediction, prevention, 
detection, and response.

Cyber Risk Exposure 
Management:

• Proactively identify and mitigate 
security risks.

XDR (Extended Detection And 
Response):

• Unified detection and response across 
endpoints, network, servers, cloud, and 
email.

Threat Insights:

• Continuous threat 
prevention and analysis.

Artificial Intelligence:

• Advanced generative AI 
for cybersecurity 
assistance.

Cloud Security:

• Comprehensive cloud protection 
for developers, security teams, 
and businesses.

Network Security:

• Enhanced network detection 
and response capabilities.

Email & Collaboration Security:

• Protection against phishing, 
ransomware, and targeted email 
attacks.

Identity Security:

• End-to-end identity 
protection from 
management to detection.

Security Awareness:

• Employee training for cyberattack 
recognition and prevention.



      ON-PREMISES PRODUCTS.

❖ TREND VISION ONE - SOVEREIGN AND PRIVATE 

CLOUD: 

Data sovereignty-respecting cybersecurity platform.

❖ NETWORK INTRUSION PREVENTION: 

Defense against known and unknown vulnerabilities.

❖ INDUSTRIAL NETWORK SECURITY: 

Specialized security for ICS and OT environments.

❖ 5G NETWORK SECURITY: 

Integrated cybersecurity for enterprise 5G.

❖ ZERO TRUST SECURE ACCESS: 

Continuous risk assessments and secure access 

management.



Mimecast is a leading cybersecurity company focused on reducing human risk through its AI-

powered, API-enabled platform. Designed to protect against a wide range of cyber threats, 

Mimecast integrates advanced technology with human-centric tools to enhance visibility, 

enable decisive action, and safeguard collaboration and data. Trusted by over 42,000 

businesses worldwide, it empowers organizations with greater security, control, and 

resilience against both internal and external threats.

ADVANCED EMAIL SECURITY

Secure your organization with AI-powered solutions

INCYDR (Code42)

Address all forms of insider threats

MIMECAST ENGAGE

Re-envision security awareness with human 
risk signals

COLLABORATION THREAT

Protection Allow employees to collaborate 
securely

DMARC ANALYZER

Protect your brand and reputation

EMAIL ARCHIVING & CONTINUITY

•Ensure email works and data is never lost

PRODUCT SUITE.



PRODUCT SUITE.
EMAIL & COLLABORATION THREAT PROTECTION 3 

Defends all communication channels (email, chat, file-
sharing) from advanced threats

SECURITY AWARENESS & TRAINING 3 

Drives behavior change with phishing simulations, 
training .

INSIDER RISK & DATA PROTECTION 3 

Monitors and mitigates insider threats, with data 
leak prevention policies

DATA COMPLIANCE & GOVERNANCE 3 

Ensures regulatory compliance (GDPR, HIPAA, PCI-
DSS), email continuity, and archive management

KEY FEATURES.

AI-POWERED THREAT DETECTION & 
SANDBOXING

URL PROTECT & IMPERSONATION 
DEFENSE

ATTACHMENT PROTECT & SANDBOX 
ANALYSIS

INTERNAL EMAIL PROTECT (IEP)

ARCHIVING & CONTINUITY HUMAN-CENTRIC TRAINING

INTEGRATION & FLEXIBILITY SCALABLE CLOUD ARCHITECTURE



Trellix® is a cybersecurity company formed from McAfee Enterprise and FireEye, focused on 

transforming security operations through AI, automation, and analytics. Its unified, AI-powered 

platform provides advanced threat detection, investigation, and response across endpoint, 

email, network, cloud, and data security. With open architecture and integration with over 500 

third-party tools, Trellix enables faster, more effective defense. Supporting over 50,000 global 

customers, it delivers a comprehensive, resilient security ecosystem through a strong partner 

network.

      PRODUCT.

ENDPOINT SECURITY

• Includes Trellix Endpoint Security (ENS), EDR, Forensics (HX), 
Application & Change Control, Mobile Security, managed via ePolicy

Orchestrator (ePO).

DATA SECURITY

• Offers Data Loss Prevention (DLP), encryption, 
and database security.

NETWORK SECURITY

• Features Network Detection & Response (NDR), Network 
Forensics, and Intrusion Prevention.

EMAIL SECURITY

• Covers mail protection plus integrations with 
collaboration platforms (IVX).



THREAT INTELLIGENCE

• Includes Trellix Insights, Threat Intelligence Exchange, 
Advanced Threat Landscape Analysis, and Global Intelligence 

services.

SECURITY OPERATIONS (SecOps)

• Encompasses Helix Connect and Enterprise Security 
Manager for analytics, orchestration, and incident response.

      PRODUCT.

      SOLUTIONS.

•A cohesive platform that unifies endpoint, email, network, data, and cloud security 
under AI-driven detection, automated correlation, and guided response workflows

EXTENDED DETECTION & RESPONSE (XDR):

•Powers alert triage, threat summarization, guided investigation, and intelligence 
enrichment4boosting efficiency (estimated 8 hrs saved per 100 alerts)

AI AUTOMATION (TRELLIX WISE):

•Supports cloud, on-prem, air-gapped, and OT environments with a resilient and 
modular design

HYBRID & MULTI-CLOUD ARCHITECTURE:

•Taps into real-time global telemetry and curated intelligence to improve detection 
and proactive defense

THREAT INTELLIGENCE:

•Meets regulatory needs, including FedRAMP High and DoD Impact Level 5 
authorizations

INDUSTRY-COMPLIANT DEPLOYMENTS:



Forescout Technologies is a global cybersecurity leader specializing in automated, agentless 

security solutions that provide comprehensive visibility and control over all connected devices 

across IT, IoT, OT, and IoMT environments. With over 20 years of experience, Forescout 

serves Fortune 100 companies and government agencies, offering a platform that 

continuously identifies, protects, and ensures compliance of both managed and unmanaged 

assets.

FORESCOUT 4D 
PLATFORM

•Manage risks, contain 
events, mitigate threats

RISK AND EXPOSURE 
MANAGEMENT

•Identify exposures, prioritize 
risks, mitigate threats

NETWORK SECURITY

•Assess, segment, and 
enforce with proactive and 

reactive controls

THREAT DETECTION AND 
RESPONSE

•Detect, investigate, and 
respond to true threats and 

incidents

OPERATIONAL 
TECHNOLOGY SECURITY

•Reduce operational and 
security risk in OT/ICS 

environments

PLATFORM PRODUCT.



RISK & EXPOSURE 
MANAGEMENT

Cyber Asset 
Management

Visibility & 
Compliance

Risk Prioritization

NETWORK 
SECURITY

Network Asset 
Control

Risk & Threat 
Containment

Segmentation 
Management

THREAT 
DETECTION & 

RESPONSE

True Threat 
Correlation

Optimized Security 
Operations

SecOps Visibility

OPERATIONAL 
TECHNOLOGY (OT) 

SECURITY

OT Risk 
Management

Compliance 
Enforcement

ZERO TRUST 
ARCHITECTURE

Adaptive Zero 
Trust

SOLUTIONS.

PRODUCT SOLUTIONS.

1.Assist for Forescout 

Threat Detection & 

Response

2.Professional 

Services

SERVICES

1.eyeSight

2.eyeSegment

3.eyeControl

4.eyeInspect

5.eyeFocus

6.eyeAlert

7.eyeScope

8.eyeExtend

9.Flyaway Kit

BY PRODUCT

1.Financial Services

2.Government

3.Healthcare

4.Energy & Utilities

5.Oil & Gas

6.Manufacturing

7.Education

BY INDUSTRY

1.Asset Inventory

2.IoT Security

3.OT Security

4.Medical Device 

Security

5.Network Access 

Control

6.Network Segmentation

7.Zero Trust

8.Device Compliance

9.Security Automation

10.SIEM Modernization

BY USE CASE



SensorFu Oy is a Finnish cybersecurity startup founded in 2016 in Oulu that focuses on 

network isolation testing for OT (Operational Technology) and industrial environments. Their 

flagship product, Beacon, verifies whether isolated network segments4like air-gapped, 

firewalled, or VLAN-separated networks4are truly sealed and continuously alerts on 

unintended connectivity. 

      PRODUCT.
ALERTING & INTEGRATION

►Immediately sends alerts if any 'leak' (successful traffic across supposed 
isolation boundaries) is detected. Alerts can be routed via Slack, HTTP 
API, syslog, or integrated into SIEMs

CORE FUNCTIONALITY

►A monitoring solution (available as hardware, virtual appliance, or 
software agent) that continually tests industrial network isolation—
firewalls, VLANs, air-gapped segments—by attempting communications 
(TCP/UDP/DNS/ICMP, etc.) to its central "Beacon Home" system

DEPLOYMENT MODES

►Beacon Application: Runs on existing Linux/Windows endpoints (bare 
metal, VM, container).

►Beacon Virtual: OVA-packaged VM suited for data center use.

►Beacon Device: Lightweight beacon deployable on Raspberry Pi devices 
for remote/on-premises networks

      SOLUTIONS & APPLICATION AREAS.

Industrial OT networks & smart manufacturing 
ensuring true isolation across production environments.

Air-gapped or firewalled setups
including dedicated workstations, management LANs, or secure VPCs.

Critical infrastructure environments 
(energy, utilities, defense), with customers including the Finnish Defence Forces 

Cloud-based or hybrid environments
 such as AWS/Azure/GCP VPCs or containerized network segments 

Security camera & management networks 
where data protection and segregation are crucial .



Cyble provides advanced cybersecurity solutions tailored for enterprises, governments, and 

law enforcement agencies. By leveraging artificial intelligence and machine learning, Cyble 

delivers real-time insights into cyber threats, enabling organizations to proactively defend 

against emerging risks. Their services encompass dark web monitoring, vulnerability 

management, brand protection, and more, ensuring a holistic approach to cybersecurity.

             PRODUCT.

The Next Generation Threat Intelligence Products

CYBLE VISION

An award-winning AI driven 
threat intelligence platform 
offering over 80 use cases, 

including dark web monitoring, 
attack surface management, 

and incident response.

CYBLE HAWK

Designed for government 
and law enforcement 

agencies, this platform 
provides advanced 

cybersecurity 
investigation capabilities.

AMIBREACHED

A tool that allows users to 
check for dark web 

exposure with a single 
click, helping identify 

potential data breaches.

CYBLE ODIN

A comprehensive internet 
scanning tool that 

analyzes over 4 billion 
IPs to detect open and 
vulnerable cloud files 

across platforms.

1. AI-Powered Threat Detection
Utilizes machine learning models to identify threat vectors and 
predict attack patterns.

2. Real-Time Alerting System
Provides instant notifications for high-risk threats, minimizing 
noise from low-risk alerts.

3. Executive Insights Dashboard
Offers a user-friendly interface for comprehensive threat 
intelligence management.

4. Comprehensive Data Processing
Analyzes over 2 petabytes of data daily from surface, deep, 
and dark web sources.

5. Advanced Monitoring Capabilities
Supports AI-based content targeting, face recognition, and 
logo monitoring.

6. Botnet Detection
Monitors network traffic for anomalies and detects botnet 
activities using machine learning.

7. Threat Library
Maintains a searchable platform for both structured and 
unstructured threat intelligence data.

8. Automated Reporting Streamlines report generation using AI, saving time and effort.

             KEY FEATURES.



             PRODUCT.

ATTACK SURFACE 
MANAGEMENT: 

Identifies and mitigates threats across the entire attack surface 
to ensure digital security and protect against potential 

vulnerabilities. 

BRAND INTELLIGENCE: 
Safeguards brands against online abuse, including 

impersonation and phishing, maintaining brand integrity in the 
digital space. 

CYBER THREAT 
INTELLIGENCE

Provides AI-driven analysis and continuous monitoring to gain 
critical insights and enhance organizational defense against 

emerging cyber threats. 

DARK WEB AND CYBER 
CRIME MONITORING: 

Monitors dark web activities to stay ahead of cybercriminals and 
protect sensitive information from exploitation. 

VULNERABILITY 
MANAGEMENT: 

Utilizes advanced scanning and risk evaluation to provide a 
real-time view of exploitable vulnerabilities, enabling efficient 

remediation strategies. 

TAKEDOWN & DISRUPTION: Offers powerful services to combat online fraud and cybercrime 
by effectively disrupting threats. 

THIRD-PARTY RISK 
MANAGEMENT (TPRM): 

Identifies, assesses, and mitigates risks arising from 
interactions with third parties, ensuring secure collaborations. 

DIGITAL FORENSICS & 
INCIDENT RESPONSE (DFIR)

Provides comprehensive DFIR services to help businesses 
effectively manage, mitigate, and recover from cybersecurity 

incidents

PHYSICAL THREAT 
INTELLIGENCE: 

Provides cutting-edge insights and real-time updates to secure 
physical assets and personnel against emerging threats. 

EXECUTIVE MONITORING: Offers comprehensive protection for high-profile executives by 
detecting digital threats such as deepfakes and identity theft. 

CLOUD SECURITY POSTURE 
MANAGEMENT (CSPM): 

Delivers a comprehensive toolset for managing and securing 
cloud assets, ensuring compliance and proactive vulnerability 

identification. 

BOTSHIELD: 
Protects networks from botnet-driven threats, providing insights 

into DDoS attacks and malicious command-and-control 
structures. 

INCIDENT MANAGEMENT: 
Groups alerts into incidents for faster resolutions, enhanced 

collaboration, and efficient Security Operations Center (SOC) 
operations. 



ThreatMon is an AI-driven cybersecurity platform that provides comprehensive threat 

intelligence solutions to help organizations proactively detect, analyze, and respond to cyber 

threats. It integrates advanced technologies like artificial intelligence and machine learning to 

offer real-time insights and actionable intelligence across various domains of cybersecurity.

ATTACK 
SURFACE 

INTELLIGENCE

Continuous monitoring 
of external assets to 

identify vulnerabilities.

FRAUD 
INTELLIGENCE

Detects and mitigates 
fraudulent activities 

(phishing, rogue apps, 
fake ads).

DARK WEB 
INTELLIGENCE

Monitors dark web for 
exposed data and 
Command-and-

Control (C2) threats.

CYBER THREAT 
INTELLIGENCE

Centralized dashboard 
for monitoring threats 

like APTs and 
ransomware.

SECURITY SCORE 
MATRIX

Assesses threats with 
risk scores to help 
prioritize response.

THREATMON AI

• AI-powered tool 
providing proactive 
threat insights and 

automated analysis.

By Use Case

1.Asset Discovery & 

Monitoring

2.Vulnerability Management

3.Data Leak & PII Detection

4.Ransomware Prevention

5.Brand Protection

6.AI-Driven Threat Intelligence

By Industry

1.Financial Services

2.Government Services

3.Retail & E-commerce

By Role

1.Chief Information Security 

Officers (CISOs)

2.Security Operations Center 

(SOC) Teams



SOCRadar's mission is to democratize threat intelligence, providing organizations with early 

warning systems against cyber threats. Their platform serves over 20,000 companies across 

more than 150 countries, delivering actionable and contextualized threat intelligence to 

enhance cybersecurity postures

EXTENDED THREAT 
INTELLIGENCE (XTI):

•A unified platform combining 
various threat intelligence 

services, including External 
Attack Surface Management, 
Digital Risk Protection, and 
Cyber Threat Intelligence.

ATTACK SURFACE 
MANAGEMENT:

• Identifies and monitors 
external-facing assets to 

uncover vulnerabilities and 
reduce attack surfaces. 

DARK WEB MONITORING:

•Tracks dark web activities, 
including hacker discussions, 

black market listings, and 
data breaches, to alert 

organizations of potential 
threats. 

BRAND PROTECTION:

•Monitors for brand 
impersonations, phishing 

domains, and unauthorized 
use of brand assets to 
protect organizational 

reputation.

CYBER THREAT 
INTELLIGENCE (CTI):

• Provides insights into cyber 
threats, including zero-day 
attacks, APTs, and botnets, 

helping organizations 
understand and mitigate 

risks. 

SUPPLY CHAIN 
INTELLIGENCE:

• Evaluates the security 
posture of supply chain 

partners, identifying potential 
risks originating from third-

party vendors.

PRODUCT.



CREDENTIAL & DATA LEAK DETECTION:

Identifies compromised credentials and data leaks to prevent 

unauthorized access. 

PHISHING DOMAIN DETECTION & TAKEDOWN:

Detects and assists in the removal of phishing domains 

targeting the organization or its customers. 

VIP PROTECTION:

Monitors for threats targeting high-profile individuals within the 

organization, providing alerts and mitigation strategies. 

IOC ENRICHMENT & SOAR INTEGRATION:

Enhances Indicators of Compromise (IOC) with contextual 

information and integrates with Security Orchestration, 

Automation, and Response (SOAR) platforms for streamlined 

incident response.

SOLUTION.



SecSatria is a Managed Security Services Provider (MSSP), designed to deliver continuous, 

expert-driven cybersecurity monitoring and protection for organizations. It leverages a fully 

MSS-capable Security Operations Centre (SOC) to proactively detect, analyze, and respond to 

threats, ensuring that businesses can operate securely and focus on their core activities. 

SecSatria's services are tailored to meet the evolving security needs of enterprises, offering a 

comprehensive suite of solutions to safeguard digital assets. 

Cybersecurity 
Monitoring Services 

(CMS)

User and Entity 
Behavior Analytics 

(UEBA)

Security Incident 
Management

Endpoint Detection 
and Response (EDR)

Threat Hunting
Compromise 

Assessment as a 
Service (CAaaS)

Vulnerability 
Assessment

Data Protection
Insider Threat 

Monitoring

Threat Intelligence 
Platform (TIP) 

Services 

DIFFERENTIATOR.

Flexible Subscription 
Model

Flexible Subscription 
Model

Rapid Incident 
Response

Rapid Incident 
Response

Comprehensive 
Coverage

Comprehensive 
Coverage

Cost EfficiencyCost EfficiencyDedicated SupportDedicated Support24/7 Monitoring24/7 Monitoring

             SECURITY SERVICES.



Claroty is a cybersecurity company specializing in protecting cyber-physical systems (CPS) 

across various sectors, including industrial, healthcare, commercial, and public sectors. 

Founded in 2014, the company focuses on securing the Extended Internet of Things (XIoT), 

encompassing operational technology (OT), industrial control systems (ICS), Internet of 

Medical Things (IoMT), and other connected devices. Claroty's platform is designed to provide 

deep asset visibility, threat detection, and risk management to safeguard critical infrastructure 

and ensure operational resilience

PRODUCT 

CLAROTY XDOME CLAROTY CONTINUOUS 
THREAT DETECTION 

(CTD)

CLAROTY EDGE.

INDUSTRIAL 
CYBERSECURITY

Protects industrial control systems and OT environments, ensuring safe 
and reliable operations in sectors like manufacturing, energy, and 
utilities. 

HEALTHCARE 
CYBERSECURITY

Secures medical devices and healthcare networks, safeguarding patient 
care and data integrity. 

COMMERCIAL 
CYBERSECURITY

Addresses the unique security needs of commercial buildings, data 
centers, and retail environments by protecting building management 
systems and other connected devices. 

PUBLIC SECTOR 
CYBERSECURITY

Offers solutions for government entities to protect critical infrastructure 
and services from cyber threats.

SOLUTIONS & SERVICES



F5, Inc. is a leading American technology company specializing in application security, 

multicloud networking, and application delivery solutions. Founded in 1996 and headquartered 

in Seattle, Washington, F5 has evolved from its origins in application delivery controllers to 

become a comprehensive provider of software and cloud-based services that ensure 

applications are fast, secure, and available across various environments.

PRODUCT PLATFORM.



F5, Inc. is a leading American technology company specializing in application security, 

multicloud networking, and application delivery solutions. Founded in 1996 and headquartered 

in Seattle, Washington, F5 has evolved from its origins in application delivery controllers to 

become a comprehensive provider of software and cloud-based services that ensure 

applications are fast, secure, and available across various environments.

APPLICATION SECURITY

• Access Control Management

• API Security

• Bot Management

• Client-side Protection

• DDoS Protection

• Network Firewall Security

• SSL / TLS Orchestration

• WAF Solutions

• Secure Web Gateway Services

• Automated Penetration Testing

• Unified Management and Automation

PRODUCT 

APPLICATION DELIVERY

•Application Delivery

•Content Delivery Network (CDN)

•Enterprise DNS

•Load Balancing

•Multicloud Networking

•Telecom Networking and Optimization

•Unified Management and Automation

ENTERPRISE AI

• AI Cybersecurity

• AI Infrastructure

• AI Orchestration



SOLUTIONS

•Global Server Load Balancing 

(GSLB)

•Enterprise DNS

•Multicloud Networking

SECURE 
MULTICLOUD 
NETWORKING

•AI-Driven Threat Detection

•Automated Penetration Testing

AI SECURITY

•Data Ingestion Optimization

•AI Infrastructure Integration

AI NETWORKING AND 
DATA INGESTION

•Load Balancing:

•Content Delivery Network (CDN)

•Unified Management and 

Automation

HYBRID MULTICLOUD 
APPLICATION 

DELIVERY

•Access Control Management

•Single Sign-On (SSO)

•SSL VPN

ZERO TRUST

•API Management

•Microservices Security

•DevOps Integration

APPLICATION 
MODERNIZATION

•Web Application Firewall (WAF)

•API Security

•Bot Management

•DDoS Protection

•Client-Side Defense

WEB APPLICATION 
AND API PROTECTION





Vitado is a cloud cost management and optimization platform developed by Certero. It aims to 

simplify the governance and cost-management processes of multi-cloud environments, 

providing organizations with centralized visibility, control, and optimization capabilities. By 

offering insights into cloud utilization, governance, and cost optimization, Vitado helps 

businesses reduce cloud expenditures and improve operational efficiency

CENTRALIZED VISIBILITY: 

By consolidating cloud asset 
information, Vitado provides a 

single source of truth, facilitating 
better communication and decision-

making across the organization

UTILIZATION ANALYSIS: 

Helps organizations 
understand their cloud usage 

patterns, identify 
inefficiencies, and optimize 

resource allocation. 

GOVERNANCE 
ENHANCEMENT: 

Enables the establishment of 
governance policies and standards, 

with automated alerts for non-
compliance, ensuring consistent 

control over cloud assets. 

COST OPTIMIZATION 
STRATEGIES: 

Assists in pinpointing areas of 
excessive spending, 

implementing cost-saving 
measures, and improving 

overall financial management 
of cloud resources. 

BYOL MANAGEMENT: 

Supports the effective use of 
existing software licenses in 

cloud environments, 
mitigating compliance risks 

and reducing costs. 

COMPREHENSIVE COST 
MANAGEMENT: 

Facilitates transparent cost 
tracking and reporting, 

enabling stakeholders to take 
ownership of their cloud 

expenditures and make data-
driven decisions.

SOLUTIONS.



Certero delivers a unified IT Asset Management (ITAM) platform designed to provide complete 

visibility, control, and optimization of IT assets across on-premises, hybrid, cloud, and SaaS 

environments. Their platform integrates ITAM, Software Asset Management (SAM), FinOps, 

and SaaS management, enabling organizations to reduce waste, ensure compliance, and 

make informed, AI-driven decisions.

IT ASSET MANAGEMENT.



AGENT AND AGENTLESS NETWORK DISCOVERYAGENT AND AGENTLESS NETWORK DISCOVERY

INVENTORY MANAGEMENTINVENTORY MANAGEMENT

VIRTUALIZATION CONNECTORSVIRTUALIZATION CONNECTORS

NATIVE REPORTING AND ANALYTICSNATIVE REPORTING AND ANALYTICS

AUTOMATION / REAL-TIME ASSET INTELLIGENCEAUTOMATION / REAL-TIME ASSET INTELLIGENCE

SOFTWARE DISTRIBUTION AND PATCH MANAGEMENTSOFTWARE DISTRIBUTION AND PATCH MANAGEMENT

ABILITY TO MEASURE SOFTWARE USAGEABILITY TO MEASURE SOFTWARE USAGE

OPTION FOR ADDITIONAL SOFTWARE ASSET MANAGEMENTOPTION FOR ADDITIONAL SOFTWARE ASSET MANAGEMENT

AVAILABLE AS A FULLY FEATURED SAAS SOLUTIONAVAILABLE AS A FULLY FEATURED SAAS SOLUTION

ITSM CONNECTORS, TO POPULATE A SERVICE DESK CMDBITSM CONNECTORS, TO POPULATE A SERVICE DESK CMDB

RECOGNIZED SECURITY CREDENTIALS, LIKE ISO 27001 AND CYBER ESSENTIALS 

PLUS

RECOGNIZED SECURITY CREDENTIALS, LIKE ISO 27001 AND CYBER ESSENTIALS 

PLUS

KEY FEATURES. 

IT ASSET MANAGEMENT.



Sangfor Cyber Command is an AI-driven NDR solution that provides real-time monitoring, 

analysis, and response to network threats. It integrates with Sangfor's Endpoint Secure and 

Next Generation Firewall (NGAF) to offer a unified security approach, delivering 

comprehensive visibility and protection across the network infrastructure.

CYBER TREAT HUNTING SOLUTIONS.

KEY FEATURES.

ADVANCED THREAT 
DETECTION

COMPREHENSIVE 
FORENSIC 
ANALYSIS

INTEGRATION 
WITH ENDPOINT 

SECURITY

REAL-TIME 
MONITORING AND 

RESPONSE



Sangfor Technologies is a global leader in IT infrastructure solutions, specializing in 

cybersecurity and cloud computing. Sangfor's offerings, including Next-Generation Firewall 

(NGFW), Endpoint Protection, Secure Web Gateway (SWG), Network Detection and 

Response (NDR), Secure Access Service Edge (SASE), Anti-Ransomware, Extended 

Detection and Response (XDR), and Managed Detection and Response (MDR) solutions.

CYBERSECURITY PRODUCT. 

SANGFOR ENDPOINT 
SECURE

SANGFOR INTERNET ACCESS 
GATEWAY (IAG)

SANGFOR ACCESS SECURE - 
A SASE SOLUTION

SANGFOR EASYCONNECT SANGFOR SSL VPN

SANGFOR NETWORK 
SECURE - NEXT 

GENERATION FIREWALL
SANGFOR OMNI-COMMAND SANGFOR CYBER COMMAND 

- NDR PLATFORM



SOLUTIONS. 

CYBERSECURITY SOLUTIONS. CLOUD & INFRASTRUCTURE  SOLUTIONS.

• SECURE ACCESS SOLUTION

• ANTI-RANSOMWARE SOLUTION

• SECURE WEB GATEWAY (SWG)

• CLOUD SECURITY SOLUTION

• HYBRID CLOUD

• VMWARE REPLACEMENT

• ADESK VDI WORKSPACE SOLUTION FOR CALL 

CENTERS

• NEXT-GENERATION CONVERGED DIGITAL 

INFRASTRUCTURE (NG-CDI):

CLOUD & INFRASTRUCTURE PRODUCT. 

DATABASE MANAGEMENT 
PLATFORM (DMP)

ADESK – VIRTUAL DESKTOP 
INFRASTRUCTURE (VDI)

SANGFOR ASTOR – 
ENTERPRISE-GRADE 
STORAGE SOLUTION

SANGFOR HCI – 
HYPERCONVERGED 
INFRASTRUCTURE

SANGFOR CLOUD 
PLATFORM – ENTERPRISE 

CLOUD COMPUTING 
PLATFORM

SANGFOR KUBERNETES 
ENGINE (SKE)





Certero's PowerStudio is an enterprise-level PC Power Management software solution 

designed to help organizations reduce electricity costs and carbon emissions by implementing 

centralized power policies for computers. By powering down machines when not in use, 

PowerStudio enables businesses to achieve energy-saving goals without compromising user 

productivity or satisfaction. The solution boasts a typical return on investment in under 12 

months. 

ENERGY AND COST SAVINGS: 

By enforcing power-saving policies, 
organizations can significantly reduce 
electricity bills and carbon footprints. 

ENHANCED SECURITY: 

Automatically lock down unused PCs, preventing 
unauthorized access and ensuring compliance with 

security standards. 

IMPROVED MAINTENANCE: 

Schedule automatic wake-ups for out-of-
hours updates, ensuring systems are 

patched without disrupting users. 

USER ENGAGEMENT: 

Involve the user community in power-saving 
initiatives, promoting awareness and 

participation in energy conservation efforts. 

COMPLIANCE AND REPORTING:

Generate detailed reports to demonstrate compliance 
with government legislation and internal policies 
regarding energy usage and carbon emissions.

SOLUTIONS





FM PROJECT MANAGER

This module allows users to design and 
manage data collection projects, define 

database structures, and set up 
measurement protocols.

FM DATA COLLECTOR

• This is the field application used for data 
entry and measurement, supporting 
integration with GPS devices, laser 
rangefinders, and other instruments.

Field-Map is an integrated system developed by IFER 3 Monitoring and Mapping Solutions, 

Ltd., designed for computer-aided field data collection with a primary focus on forestry. It offers 

flexibility ranging from single-tree measurements to landscape-level assessments. The system 

combines real-time GIS software with electronic equipment for mapping and dendrometric 

measurements. Originally developed for national forest inventories (NFIs), Field-Map is now 

utilized in various countries, including the Czech Republic, Ireland, and Russia, supporting 

large-scale data collection efforts with multiple field teams

PRODUCT.

SOLUTIONS & SERVICES.

FOREST INVENTORY 
AND MANAGEMENT:

Tools for comprehensive 
forest stand assessments, 
aiding in sustainable forest 
management planning.

FOREST INVENTORY 
AND MANAGEMENT:

Tools for comprehensive 
forest stand assessments, 
aiding in sustainable forest 
management planning.

CARBON OFFSET 
MONITORING:

Capabilities to monitor and 
report on carbon 
sequestration, supporting 
climate change mitigation 

efforts.

CARBON OFFSET 
MONITORING:

Capabilities to monitor and 
report on carbon 
sequestration, supporting 
climate change mitigation 

efforts.

NATURE RESERVE 
MONITORING:

Specialized modules for 
the inventory and 
monitoring of protected 
areas and biodiversity 
assessments

NATURE RESERVE 
MONITORING:

Specialized modules for 
the inventory and 
monitoring of protected 
areas and biodiversity 
assessments

LANDSCAPE 
MAPPING:

Functions for broader 
ecological and land-use 

mapping projects.

LANDSCAPE 
MAPPING:

Functions for broader 
ecological and land-use 

mapping projects.



BUSINESS

INFORMATION.

Company Name : IshanTech (M) Sdn Bhd

Nature of Business: : IT Hardware And Software Distribution, Custom Technology Solutions, 

And Professional Services Including Consulting, Technical Support, And 

System Maintenance.

Paid-up Capital: : RM 2,000,000.00

Authorized Capital: : RM 2,000,000.00

Financial Facilities: : 1. Public Bank Berhad -- RM 1,000,000.00 Overdraft

2. RHB Bank Berhad -- RM 2,350,000.00 Overdraft

3. Kenanga Capital Islamic Sdn Bhd -- RM 40,000,000.00 Project Financing

4. Ikhtiar Factoring Sdn Bhd -- RM 6,000,000.00 Project Financing

5. Maybank Berhad -- RM 11,000,000.00 Project Financing

Company Address: : L16-05 PJX-HM Shah Tower, 16A Jalan Persiaran Barat, 46050 Petaling 

Jaya, Selangor, Malaysia

Telephone: : +603 7931 9471

Facsimile: : +603 7931 8471

Email Commercial: : sales@ishantech.net 

Email Technical 

Support:

: support@ishantech.net 

Helpdesk: : support.ishantech.net

Website: : www.ishantech.net 

mailto:sales@ishantech.net
mailto:support@ishantech.net
mailto:support@ishantech.net
http://www.ishantech.net/


KEMENTERIAN KEWANGAN 

MALAYSIA (MOF).



BIG SCOPE PROJECT.

Project Title: Proposed Development for Pagoh 

Higher Education Hub, Mukim Jorak, Daerah Muar, 

Johor Darul Takzim

Project Value: RM 19,000,000.00

Project Background: The Pagoh Higher Education 

Hub (PEH) is a major educational campus that 

houses institutions such as IIUM, UTHM, UTM, 

Pagoh Polytechnic, and Shared Facilities. To support 

a modern digital learning environment, the ICT 

infrastructure must align with the latest technologies. 

IshanTech was engaged to design, install, maintain, 

and upgrade ICT systems that meet the goals of a 

21st-century campus.

SIME DARBY PROPERTY 

SELATAN SDN BHD

 

Project Title: 

1. Menjalankan Projek Pembangunan Infrastruktur Bioinformatik 

<High Performance Genomics Cluster= di Pusat Bioteknologi 

Felda, FGV

2. Menjalankan Projek Pembangunan Perisian dan Fasiliti 

Berkaitan <Integrated Breeding Software and Database System= di 

Unit Biak Baka Sawit

3. Menjalankan Projek Pembangunan Perisian Genome Browser 

dan Sistem Pangkalan Data Multi-Dimensi Kelapa Sawit di Pusat 

Bioteknologi FGV

Project Value: RM 2,499,060.00

FELDA GLOBAL VENTURES 

RESEARCH AND 

DEVELOPMENT SDN BHD

Project Background: Projek ini melibatkan pembangunan 

infrastruktur bioinformatik dan sistem perisian untuk menyokong 

penyelidikan dan pembangunan FGV dalam bidang bioteknologi 

dan genomik kelapa sawit.



Project Title: Endpoint Security Solution for Khan 

Bank, Ulaanbaatar, Mongolia 

Project Value: RM 3,200,000.00

Project Background: IshanTech was appointed to 

plan, design and implement a full suite of endpoint 

protection solution for Khan Bank - one of the largest 

consumer banks in Mongolia. The  organization-wide

implementation, which aimed at further enhancing Khan Bank's security  posture, incorporated new 

advanced threat protection mechanisms into over 5,000 endpoint  devices ranging from PCs, Laptops, 

ATM Machines, Servers and Mobile Devices spread across  multiple branch offices nationwide. The 

scope of work also covered integration of the provided  solution with some of Khan Bank’s existing 

systems.

Title: Uplifting ICT Service Quality: <UPLIFTING ICT SERVICE QUALITY: END TO END 

MONITORING FOR 5 myXXX SERVICES PROJECT=

Project Value: RM10,057,185.62

Project Background: Malaysian Electricity Sector Institution has awarded a contract for the 

supply and implementation of ICT-related works. This contract follows a direct negotiation 

process and is based on Tender Document RFX 4000037535. The scope includes licensed 

software procurement and selected works to enhance the institution’s digital infrastructure. The 

contractor is responsible for completing the works within six months from the commencement 

date and providing maintenance services during a 12-month Defect Notification Period (DNP), at 

no additional cost to the institution. The initiative supports the institution’s ongoing efforts to 

modernize its systems in alignment with strategic digital transformation goals.

BIG SCOPE PROJECT.

MALAYSIAN ELECTRICITY SECTOR 

INSTITUTION THE DETAILED INFORMATION CANNOT BE DISCLOSED AS THE COMPANY 

HAS SIGNED A NON-DISCLOSURE AGREEMENT (NDA) WITH THE CLIENT.



Project Title: Splunk Licenses and Subscriptions for User Behavior Analytics and Enterprise Security

Project Value: RM7,452,000.00 (Per Year) (Total for 3 Years: RM22,356,000.00)

Project Background: A Malaysian banking institution has initiated a strategic investment in 

cybersecurity through the procurement of Splunk licenses and subscriptions to enhance User Behavior 

Analytics (UBA) and Enterprise Security capabilities. With a total project value of RM22,356,000.00 over 

three years (RM7,452,000.00 annually), the initiative includes a comprehensive suite of licenses and 

support services. The scope covers:

• 3,000 licenses for Splunk UBA with standard support

• 3,000 licenses for Splunk UBA content subscription

• 2,000 licenses for Splunk UBA with standard support

• 2,000 licenses for Splunk UBA content subscription

• 35,000 licenses for Splunk UBA term license, inclusive of content subscription and standard 

support

• 1,000 licenses for Splunk Enterprise with a standard success plan

• 1,000 licenses for Splunk Enterprise Security with a standard success plan

This initiative is part of the institution’s broader effort to strengthen its security posture, leveraging 

advanced analytics and behavioral monitoring to detect threats, mitigate risks, and support regulatory 

compliance across its digital infrastructure.

Title: SIEM Refresh 3 Professional Services, License Subscription & Maintenance Support

Project Value: RM8,036,897.76

Project Background: A Malaysian banking institution engaged professional services for a Security 

Information and Event Management (SIEM) system refresh, with a total project value of 

RM8,036,897.76. The project scope includes the procurement of professional services, license 

subscriptions, and comprehensive maintenance support. As part of the initiative, Splunk Enterprise 

term licenses will be deployed for both production and test environments over a two-year period 

(202432025), supported by standard success plans. Additionally, the project includes software 

license maintenance and dedicated support services to ensure system reliability, performance, and 

compliance with security operations standards. This initiative represents a strategic effort by the 

bank to strengthen its cybersecurity capabilities and enhance its monitoring infrastructure.

MALAYSIAN BANKING INSTITUTION 

THE DETAILED INFORMATION CANNOT BE DISCLOSED AS THE COMPANY 

HAS SIGNED A NON-DISCLOSURE AGREEMENT (NDA) WITH THE CLIENT.

MALAYSIAN BANKING INSTITUTION 

THE DETAILED INFORMATION CANNOT BE DISCLOSED AS THE COMPANY 

HAS SIGNED A NON-DISCLOSURE AGREEMENT (NDA) WITH THE CLIENT.



CONTACT

INFORMATION.

L16-05 PJX-HM Shah Tower, 16A Jalan Persiaran Barat, 46050 Petaling Jaya, Selangor, Malaysia.

Tel :+603 7931 9471

Fax:+603 7931 8471

Website     : www.ishantech.net

Email         : sales@ishantech.net 

: support@ishantech.net

Helpdesk : support.ishantech.net

Facebook  : https://www.facebook.com/IshanTech.Malaysia

Linked ln   : https://www.linkedin.com/company/ishantech/

Instagram : https://www.instagram.com/ishantech_msia/

Copyright 2025 IshanTech (M) Sdn Bhd. All rights reserved. IshanTech, the IshanTech logo, are registered  trademarks of IshanTech (M) Sdn Bhd in Malaysia. All other trademarks, 

service marks, registered marks, or  registered service marks are the property of their respective owners.

IshanTech assumes no responsibility for any inaccuracies in this document. IshanTech reserves the right to change,  modify, transfer, or otherwise revise this publication without notice.

http://www.ishantech.net/
mailto:sales@ishantech.net
mailto:support@ishantech.net
mailto:support@ishantech.net
https://www.facebook.com/IshanTech.Malaysia
https://www.linkedin.com/company/ishantech/
https://www.instagram.com/ishantech_msia/
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